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Abstract
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1. Introduction

1.1 The Psychology of Divine Belief and
Power Structures

ABDOSRHICIZER.EZ (sequential thinking) & IEfERHEE
(parallel thinking) HFEEY %, FHEEEEIT oIt RER
(BE, LT, 5859) IO I<. t2BERE IR DE

BEigse LTI 31

WECHIIGICH B EAIE. IBROENDSLERICKET B 7
O, NEZz@B#L it LiFE () Z2H6KT 5. COBEIFUT
DEIICHEIETES -

WIZERE > “itam » L TFBMR » WRECADOENEE » O
TRk

AIRRICEWT. CORBEIE TAI] CWSHFHTBRFEEZES,
1.2 Structure of Al-Mediated Pseudo-
Religious Fraud

CHIIERICEITDRELREUE. U T OREREZFD !
N —

AL (Anxiety Induction)
J



RCEIR T (Salvation Offering)
J

FREM4EE (Scarcity Emphasis)
J

SRBTES (Decision Pressure)

EREICK DEERATREEIBEREIN. SHROFERD AR
Nnao
1.3 Linguistic DNA and Crime Detection
Feasibility
ILEEIIRINEREZRET 5. CDOEEIFEHE (linguistic DNA)
IIUATOERICEDERINS .

SBEIER/NH —> (Lexical choice patterns)

WX HEE (Syntactic structures)

mIEEFDIER (Logical flow sequences)

RUIEFHEDFE (Emotional manipulation techniques)

n-gramD$EED7 (n-gram frequency distributions)
CNSIFEENICHERIEETH D KRIET —XEEFICEDIEA
BENERLERIgETH S,
1.4 The Dystopian Risk: From Crime
Detection to Thought Control
L L AT i B8R H I CEcFHRlgE Tdh B 7 = X 1Em
PSYCHO-PASSTHHNNTcT E 2T X T AIE. COFEATHIATEE
MR TE2EERIIRRKRZTEL TLB[2,
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1.5 Contribution of This Paper

AEEXIE. BENGIHNEERIIL-ILTIEERL. PXTLOEHE
MEBEL L THAATCTERN I L —LT— U ZRET %, 2
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1.6 Research Positioning: The Viorazu.
Hypothesis

AEAZEIXTERE L 73858 Tld % < . Viorazu. Hypothesis (Viorazu.
1&:!%) 2./_ L/—CJ:ITE/_.]___a_éo

Definition (Viorazu. Hypothesis):
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Author's Background:

ZBIIHIUMARETHD. RXANWNBEEBEONYIT IO Rz
FFc W 2B X XERFBEIC L 3 ERMIERE = XFHINCE
BRI 2EATHD. BENBEEEDORLICOVWT. FEMRLSD
ez YICHRET %,

1.7 Note on Presentation Style and
Theoretical Integration
This paper intentionally employs a multi-layered presentation

format: mathematics + natural language, Japanese + English,
abstract + concrete. These frequent transitions directly correspond



to the multi-layer architecture that forms the essence of this
research.

KRN IIERNICZEBH AT R ZHKAT 3 | HiF+E5E.
ARZEE+HRE, HR+ER, NS DEZERYIDEZ I KFZTOER
BCTHIZET—FTI7FvICEENIGLTWLWS,

This interdisciplinary approach is not a juxtaposition of separate
fields but an integrated theory where mathematics, ethics,
engineering, and social sciences function simultaneously as a
unified structure.

ARDOFFEME T, BEHOBTFOLETIILRL. HFE - RE-T
¥ ARFHMEWE L L TEAKICHKEY 2 EEmEERY
Do

Citation Requirement:

Due to the integrated nature of this framework, citations must
reference the complete architectural context. Partial citations or
excerpts lose theoretical coherence and fail to reflect the original
intent.

5IBLDEE :

KIL—LT7—UDRENMEICED., 5IHIERERT—F77
Fr Xz BRTINEDH S, EOMSIA - IEISIERHNES
MEER\. FEEDERZRMLARL,

2. Mathematical Preliminaries

2.1 Language Space as Metric Space



TFRAT—XDESZHEHERMELTERT S -

Definition 2.1 (Language Space):

L: £7FXMD&ES
d: L x L » R+ (FPEEEIED
(L, d): EFBHEZER]

PERERARNAIIUA T OMEEZ®/IY -
d(x,y)=0
dix,y)=0&= x=y

d(x, y) = d(y, x)
d(x, z) =d(x, y) + d(y, z)

BEAIEHEME LT, UTEERTS .
L—AR>>a%A i ((RERR)
OY 1 Vet (R ~LZER)
WassersteinfEgf (FER %)

1.7 Note on Presentation Style

This paper intentionally employs a multi-layered presentation
format: mathematics + natural language, Japanese + English,
abstract + concrete. These frequent transitions directly correspond
to the multi-layer architecture that forms the essence of this
research.

ARXIERNIC SO MERRERAT S | MP+5E.
KB+ EE. WME+EE. CNSOBEERYIDE L. AFEOE



BTH3ZET7T—FTI/FvICEENHL TV,

The bilingual format is inseparable from the content; translation
into a single language may compromise the structural integrity of
the paper. Due to its structure where meaning is lost through
translation or summarization, multi-layer thinking is required for
comprehension.

N HIERISARBEARRRTHD., B—FSEBANDOEHIIHH
X OBENTEMZIE A S EREMLH %, BIR - ENICK->TE
RN KRIONBZIBETHBD D, FEICIEITILFLAVEELNRE
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2.2 Formal Definition of Criminal Patterns
Definition 2.2 (Criminal Pattern):
LN —2Z UL TORERETEERT S -

Crime: L » {0, 1}

Crime(x) = 1 & Victim(x) A Harm(x) A Intent(x) A
Action(x)

where:

Victim(x): EEJ 3 HEEDEFE

Harm(x): 47328 - #2580 - i5@EEEDORE
Intent(x): EXIFVFEEBEDEE

Action(x): EABITEINDFEE

Definition 2.3 (Non-Criminal Expression):



MTIFIETENZ — D S BARBICEHRA NS -

Vx € L:
Opinion(x) v Belief(x) v Criticism(x) » Crime(x) = 0

where:

Opinion(x): =R 3
Belief(x): 15 - B#8

Criticism(x): #t¥ S5

2.3 Topological Separation of Crime and
Thought

JCSEZEREIC & B ZEEOZ (UMEMICIEES S -

Definition 2.4 (Topological Separation):

C=1{x €L | Crime(x) = 1}
0 = {x € L | Opinion(x) v Belief(x) v Criticism(x)}

CnO =9 (IMAHICNS57RL))

Definition 2.5 (Boundary Region):
IBABEEBZUTOLDICES !

B={x €L | dlx, O < . an d(x, 0) < £,}

ZCTCenL >0 IFHamNIcEETN-FAETH %,



Axiom 2.1 (Boundary Exclusion Principle):

Vx € B, Detection(x) = UNDEFINED

BREHICET ST F X MMIHEXNRDSBFEASINB,
2.4 Graph-Theoretic Representation

THEIALDOFHEBEWEZ IS TE LTRTET S !
Definition 2.6 (Logic Graph):

G=(v, E, w

V: R/ —RDOES

EcVxV: BEEARIYVIDES
w: E > Rs: TVIDEHEE

SIS QELIEIE. ¥ 5 TEERICLDHEINS

Structural_Similarity(G., G:) = max ¢: G: » G:
Isomorphism_Score(d)

3. Five-Layer Ethical Architecture
SRFLRMESBORY Yy LTRATS

Layer 5: #t=MSEE (Democratic Consent Layer)
)

Layer 4: HCESRE (Self-Monitoring Layer)



d

Layer 3: fmiB##UE (Ethical Constraint Layer)
d

Layer 2: #RH3E1T/E (Detection Engine Layer)
d

Layer 1: T—%EHEEE (Data Foundation Layer)

3.1 Layer 1: Data Foundation Layer
EHINDARBYHY:

D = PublicData \ ProtectedData
Definition 3.1 (Protected Data):

ProtectedData = {
FEV@{E (Private Communications),
E&EIEHR (Medical Records),
FAABDERE - 5% (Unpublished Beliefs),
7V A LMiIiEE#R (Real-time Location Data),
ERIEXS |33 (Financial Transaction Details)

Axiom 3.1 (Data Minimization Principle):
Yd € D, Retention(d) = T_min

T—RINBR/NMNAB DO AREFEND. T_minld AN & KAl
HHREMEDNT U XICEDREE NS,

Axiom 3.2 (Anonymization Requirement):



VYd € D, 3f: Anonymize(d) such that Re-
identification_Risk(f(d)) < p

plIFFBRTNZHBEHANI X ID LR (H]: p<0.01),
3.2 Layer 2: Detection Engine Layer

3.2.1 Multi-Modal Detection
BHISEROBENFEZRE TS -
15 H B

Detect: L » [0, 1]

Detect(x) = ai.-Graph_Score(x)
+ a2-Semantic_Score(x)
+ as-Temporal_Score(x)
+ a4 -Network_Score(x)
where 2ai = 1, ai > 0

Graph_Score: 7' 7IERHICE D < {SEELE
Semantic_Score: 3£ 83A A ZEfE T D ERIVIBELUE
Temporal_Score: FrR5/N % —> OELUE
Network_Score: VV —> v )Ly E T —0 LDIEE/NZ—>

3.2.2 Dynamic Threshold
FIEZ BIRYICERE -



Threshold(t) = 6o - (1 + B-FalsePositive_Rate(t-1))

IF Detect(x) > Threshold(t) THEN Flag(x)

BTN EFITNIE. BEZBHNICFIE LTS,
3.3 Layer 3: Ethical Constraint Layer

Constraint 3.1: Boundary Exclusion

Vx € B, Decision(x) = UNDEFINED A NoAction(x)

BERBEIOTHF X MMIX LTIE. WHERBITEIHELS 1LY,

Constraint 3.2: Explainability Requirement

Vx, Detect(x) > Threshold(t) » JE: Explanation(E, x)

where:
Human_Understandable(E) = TRUE
|E|] = K (GREADEH#E LIR)
Traceable(E) = TRUE (fRHLMDBEFATAEM)

2 TOREICIF. AN EEREE BN WA,
Definition 3.2 (Explanation Quality):

Quality(E) = w.-Completeness(E)
+ w2 -Simplicity(E)
+

ws -Accuracy(E)



Quality(E) = Q_min

Constraint 3.3: Inverse Power Gradient
MEHEIZFCELCEHTS
Sensitivity(x) = So - PowerIndex(Actor(x))"a, a > 1

PowerIndex: [0, 1] (0 = — K, 1 = RStENE)

Justification: T DEREZFH< 1=, EHBEBEDODEHFHICLDFL
ERMEEKRT B,

Constraint 3.4: Statistical Fairness
VG., G: € DemographicGroups:
|P(Detect | G.) - P(Detect | G:)| < &

given P(Crime | G.) = P(Crime | G:)

EEDEFEXRHIFE LT IIL—THET. RERICEEEDHH>TERE
SRANRN
SIFFFBR I NBMaTHREE (B 1 6<0.05),

Constraint 3.5: Temporal Consistency

VX, t1, ta:
|Detect(x, t.) - Detect(x, t:)| < £_temporal



unless NewEvidence(x, t., t=) = TRUE

FICTREELD S WBR D A—7 F X b OF IR ENICEE LT
WRITIUER 5

3.4 Layer 4: Self-Monitoring Layer
SATLESNERZKRHT S !

Definition 3.3 (Abuse Detection Function):

Abuse(S, t) = BiasDetection(S, t)
PoliticalTiming(S, t)

V
v TargetConcentration(S, t)
v

ExplanationFailure(S, t)

3.4.1 Bias Detection

BiasDetection(S, t) = TRUE &
1dG € Groups:
|Detection_Rate(G, t) - E[Detection_Rate(G)]| > 3o
A P(Crime | G) [FZEAEL TLVRLY

RET I —T\DOEELZRBERZFTHIARE,
3.4.2 Political Timing Detection
PoliticalTiming(S, t) = TRUE <

JE € PoliticalEvents:
Correlation(Detection_Spike(t), E) > p_critical



BRI b (FE 7TEF) CREBORBICESVHEENL D
. BEDOZEWVWDH D,

3.4.3 Target Concentration

TargetConcentration(S, t) = TRUE <
Gini_Coefficient(Detection_Distribution(t)) > G_max

BREDFERBAN « JIL—FICERLITIFTVDBIEGEE. /N TAXY
~ DEIEEM,

3.4.4 Explanation Failure

ExplanationFailure(S, t) = TRUE &
P(NoExplanation | Detection, t) > =_explain

AR RIRENMEM L TWBIBE. Y XTLDT SV IRy
7 Z{EH T,

Response Protocol:

IF Abuse(S, t) = TRUE THEN:

. SystemPause(S)

. Alert(IndependentAuditOrganization)

. Log(DetailedAuditTrail, t)

. RequireHumanReview(AllRecentDetections)

= W N

3.5 Layer 5: Social Consent Layer
3.5.1 Sunset Clause



Valid(S, t) & 3Jt. € [t - T_review, t]:
SocialConsent(S, to)

IF -Valid(S, t) THEN Terminate(S)

T review =25 (fl), EENBRHSMBREEILZITNIEZ. X T
LIZBEELET B,

Definition 3.4 (Social Consent):

SocialConsent(S, t) = TRUE &
PublicDebate(S, t)
A TransparentAudit(S, t)
A DemocraticApproval(S, t)
A MinorityProtection(S, t)

3.5.2 Decentralization Constraint

VH#E#O: Control(0, S) < C_max

where C_max = 0.3 (BE—HBEOZEEE _LR)

B—ABICL 2B EZHENICRELL, EROMBILLEBICES
IETA.

3.5.3 Open Source Requirement
VAlgorithm A € S:

SourceCode(A) € PublicDomain
A AuditTrail(A) € PubliclyAccessible



27NV AL -T2V —-R{tEn, BEEBFARTHITNLR
SRA AR

4. Formal Guarantees

4.1 Theorem: Ethical Completeness
Theorem 4.1 (Ethical Completeness):

> AT LSH Layer 3-5 ODEFlZmic T & E. SIIBENICER
B :

VS: Satisfies(S, Layer3_Constraints)
A Satisfies(S, Layerd_Constraints)
A Satisfies(S, Layer5_Constraints)
» EthicallyBounded(S)

Proof:

RENEREZUATOLSICERT S -

EthicallyBounded(S) <
~ThoughtControl(S)
A -PowerAbuse(S)
A Explainable(S)
A Fair(S)
A Auditable(S)

BHIF E DXL ZERT !
“ThoughtControl(S):



Constraint 3.1 (ERHR) IC & D, BREERITIRETRHN
Constraint 3.5 (BFfREIMEESM) IC&D. ERODE(L T BER

L7&w

“PowerAbuse(S):
Constraint 3.3 (EIENGIAR) Ik D. EHNEDELDEL <
BTN

Layer 4 (B8 R) IC&D. ERANVEFHHREIND
Layer 5 (#t2HEE) IC& D MIGEHNERINE
Explainable(S):
Constraint 3.2 (XBARIBEM) ICK D 2B ICEHEENMT &
N3
Fair(S):
Constraint 3.4 ({i5THIRFMH) IC&D. JIL—THEDRED
HBALET NS
Auditable(S):
Layer 5 (A =T >V —REH) ICX D, NEREEHEIHE

BRIV ETDRHEZEHR T 5710 ehlizmict X mERN
BRMEMREICN S, =

4.2 Theorem: Abuse Detectability

Theorem 4.2 (Abuse Detectability):

DRATLICHETNERDHRELIES. X1« TREINS .
P(Detect_Abuse | Abuse_Occurs) =21 - ¢

where £ < 0.001



Proof:
Layer 4 DRHEBEARIE. UTOMEANFEZRHLDS :
3cAlic LB EERE:

P(IX - p| > 30) = 0.0027

FRPTHEDIRE T 99.73%DHEXRTEE R,

ZSERTMIE:

BonferronifilEIC & D BT I —T DREEEEHR T THHEBMN
3R % il i,

BRIEREZEN:

ZbmEE 7I)Ld ) XL (CUSUM, PELT) I2&D. BEAZE
b=

NESEHAEHEBRZE T, €<0.001 DERECERZRBREHET
T5, =

4.3 Theorem: Privacy Preservation
Theorem 4.3 (Differential Privacy):
SRATLIF eEERT AN —=micd .

VD., D:: |[D: A D:| =1 (ALI—FROHERD)
VS < Range(Algorithm):

P(Algorithm(D.) € S) = e”e - P(Algorithm(D.) € S)

Proof:



Layer 1 [CHEWVWT. T—RIZ/ A X =M :

Output = TrueResult + Laplace(0, Af/g)

CCTAIFRRE (ILO—ROENMICKBZIBENDODEAREE),
e=10&89dBLET. T2AN—ERAMED/INT VA% 3,

5. Implementation Considerations
5.1 Computational Complexity

Detection Phase:

FFfEETHE=: 0(n log n)
ZEfEETEZ: 0(n)
where n = TF¥XT—IE

S 7EBEMHEIEZ NPEEH. T 7ILT) XL (Weisfeiler-
Lehman kernel) C & D ZIETEFE TEITRIEE,

Dynamic Update:
1B EH: 0(m)
where m = ¥fRT— YK

Ny FRIBTIZH < A Y= VTS K DRI E T,



5.2 Cost Analysis
IERIZE:

TF—RA>T7Z: 3EH

HEUY —X: 280

ARV Y —X (BAEF—L2FME) : 5EH
a5t 10181

FEERIR b:

7270 RER: 2(BH/F

AEE (BERF—L) 2BF/E
BEE - ARG 1EF/E

&5t 5EME

5EERIFE X b 35(8M

CHUSAIBZEICE > THRERIRAIERBR AR TH B,

5.3 Technical Feasibility

BIfEE i A S HhE TRERRE -

{SE A T:
KR EEET)L: BERT, GPTHR (EDIAAERR)
J957=a=F)L%Yy FI7—=2:GCN, GAT (1&: &)
B E150: Isolation Forest, LSTM-VAE (BEFZRF|EH)

SHBARTHEAL: SHAP, LIME (FEFR1%E)
E5D7TS54/\>—: TensorFlow Privacy (751 /\> —{#:E)



ETCH—T>V—-RFIIEAF AR,

6. Ethical Discussion

6.1 The Surveillance Dilemma
AlBEES AT LIIAREBENICO L N EZZED .
NHDEE = BADTSAINI—
KIL—LT—DlF. CORL—FRATEUTOESICEERT
5 .

R/PROEWR: RFET —XDHZEXIR

ZEE: £ 701w XHEHRARTEE - BB AR
ENDORIR: EEHLEIC K DIENEZBRER
BFPRI%E: >ty FRIBICK DKL ZRLE

6.2 The Slippery Slope Problem
[—EEfheh 7= 51 5NAV ) RIBICK T B N5
HFRIBELESD:

Layer 5 DHEHNEREN. > X T LDO#MEZ EHNICHWVWE
&
BEFELEXDZXLICED, GEBETMEZ Relgelt

=L S:
F—=T2V—RtICLBTHTRDOER



IR EEMKEIC L DM TF T v
AT 7 s TRARICK SHEHAIRIRREE

6.3 The Question of Trust
N X T LZER/TEIDN?
Answer: > X T LBE (Layer4) + HIifiEf + mRHS

WatchTheWatchers(S) = SelfMonitoring(S, Layeru)

A IndependentAudit(S)
A PublicScrutiny(S)

BEDERICED, BE—FEICKBAMEZH <,

7.1

Related Work
Existing Crime Prediction Systems

PredPol: #IERY/ N2 — 2 ICE D <IEFEF R3]

CompStat: —Z 21 —3— I HED T — X ELETHEF4]
ER KRR SEBNF—ICESR. MEFINZHENICEA
AD

7.2 Al Ethics Frameworks

|IEEE Ethically Aligned Design[5]: f&I2REI DI’ GEFR
HY)

EU Al Act[6]: 7ERVRRSI (FTERIRESR EIIRER)

=R AR IIBEZHENFN e L THERL

7.3 Explainable Al (XAl)
LIME, SHAP[7]: E1&REHEEE L



=& KRR ISEHATgEMZ > XA T LRETOHNEEH  LTHE
AHIAD

7.4 Differential Privacy

Dwork et al.[8]: Z9 75 1 /\> —DERIEE

A AZED Layer 1 ICRE

7.5 Cultural Reference: PSYCHO-PASS

77 Z X{EmMPSYCHO-PASSIE. AlEsRt=DBIENEEZ TR
ICHEWC[2]le AARIE. AFmhES LT A NET ZEET
BT H DI - MERNERZRMET Do

Limitations and Future Work

8.1 Limitations

SRR ELE XA AT EE
METNFETHBRD. BREEIIRETS
RMERAEIC L D&R/IMEIFEEEZ A, £ OICIEE 5780

EREDOIE
AIERRIC K 2 XEEH
BHATORHEIZL 2 SEDNATH
— ENARE T IILO) A LAEFHANE

XALHY - SRS HME
AAFIEEICHAFE - RFEEZEE
MEFBADILARICITEBIMAZEHSNE

HEHNE R D E N
Layer 5 MERE(ICIIEBCE 7O AHNNE
TRV algEE C (IR B DX v 7



8.2 Future Work

ZE X It

EEMEITEY R SEEDNAE FEDRHE
)7L A2 A LEED&EL

A M) =22 JEDER

TyoaArEa—Ta4 I \DREH
BT I EADXI TR

Adversarial Robustness MD[a]_E

ZREE 7))L X LOBERIE
REFRER

PRERERIE CTOBLREIE (PoC)

RIEEEZRIET —X TORIE
E R IZ L1

ISO/IEC T DIZZEE(LIRSR

JO0—-NIL G RIEEEDRE

Conclusion

KewXiE. AlBEfRS X T LDBIENGINZBENICHEL T 55
A& LT, Viorazu. Hypothesis (Viorazu.fgki) %ZiemL 7.

AIRERITFTEHR LB TII A< MR 2 =271 IC K BHREE -
HY) - HEZRTHEERINTERIREATH 5,

Key Contributions:

iz HFRHIFY & L TZ Tl
1C5E & B DMARRY B
HoERICL2ERRED



HEMNERIC K BHEFRE DR
RIER T2 D FHIEEA

Implications:

EMTRICIZICTREE D RIRE Y. BEMICIXIEELFHETH AR
THdD. RTL—LT—7F. AIDE - BUFT - iHFZCEHIMRIEN
AR AT LERETI-OOHFENERZIZEHT S,

Open Research Questions:

MR BEDABENEIL
st EEDRARVE]R
558 « TXUENDIRFR
AR BRI A D ERZE %
HEHNERTRDOERL

NS DBV T 2FR - AT - [RIBRESIE. NMeEi%
BATRETDIZxHF T .

Call for Collaboration:

HFE. AIRE. RIEFE. BAFE. AxFEICL2F RN
BelEL T, KMEERD & D BEETERANGERANCELT S
ZFE >0

Final Statement:

Technology without ethics leads to dystopia. Ethics without
mathematics remains rhetoric. This paper bridges the gap—as a
hypothesis awaiting rigorous validation.
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Appendix A: Detailed Proofs

A.1 Proof of Theorem 4.1 (Ethical Completeness)
(A3 Section 4.1 ICECH)

A.2 Proof of Theorem 4.2 (Abuse Detectability)
(A Section 4.2 ICECH)

A.3 Proof of Theorem 4.3 (Privacy Preservation)
(A3 Section 4.3 ICECH)

Appendix B: Implementation Pseudocode

python

class :
def (self):



def

self.layerl = DataFoundation()

self.layer2 = DetectionEngine()
self.layer3 = EthicalConstraints()
self.layertd = SelfMonitoring()

self.layer5 = SocialConsent()
(self, text):
if not self.layerl.is_valid(text):
return None
score = self.layer2.compute_score(text)
if self.layer3.in_boundary_region(text):
return UNDEFINED
if not self.layer3.explainable(text, score):

return None

if self.layerd.detect_abuse():
self.system_pause()
return None

if not self.layer5.is_valid():
self.terminate()
return None

return score > self.dynamic_threshold()



ERAMITFIVIIRB:

- [ 1 Layer 1: (RET—IZFRALTVLDIHN?

- [ 1 Layer 1: F—Y{REHIEIETR/IEN ?

- [ 1 Layer 2: ERBARIGERMREFEZMFERHLTCLEIN?
- [ 1 Layer 3: EFRMEEZATHICHFRL TLSHN?
- [ 1 Layer 3: WH#ENABZEZEELTLDEHN?

- [ 1 Layer 3: METHILFEZEIRGEL TL\DH 7

- [ 1 Layer 4: BCEHRHEEEIIEMEL TSN ?

- [ 1 Layer 4: EEREORIELEIN 7

- [ 1 Layer 5: tI=HIGREESNTLEN?

- [ 1 Layer 5: oty b RIAFEELTWDIH?
- [ 1 Layer 5: #A—T2V—R{ENTLBEHN?
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